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ABSTRACT

Recently, various methods have been proposed toessldhe problem of face sketch recognition by ha¢c face photos and
sketches, which are of different modalities. Howewleir performance is strongly affected by thedality difference between
sketches and photos. Faces are highly deformalgetstwhich may easily change their appearancetover It is concerned with the
problem of correctly identifying face images angigsing them to persons in a database. Scale anaféature transform (SIFT)
proposed by Lowe has been widely and successfpfijied to object detection and recognition . Howetlee representation ability

of SIFT features in face recognition has rarelynbeeestigated systematically.
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. INTRODUCTION

Face recognition is extensively uge@d wide range of commercial and law enforcenagiilications. Face
recognition has attracted much attention [1] in tecade because of its wide applications. Howdwgeg recognition is
still an unsolved problem as human face is nodrigiject and it can be transformed easily unddemifit situations
.Therefore , how to represent the intrinsic attgisuof a human face effectively becomes much nmoportant to
increase the accuracy of face recognition systems .

Scale invariant feature transform [§[E] proposed by Lowe becomes one of the reseimtetests for pattern
recognition because of its excellent performancelgact recognition . the SIFT method first detebeslocal key-points
that are notable and stable for images in diffemesplutions and uses scale and rotation invarscriptors to
represent the key-points. An investigation of SfEd@tures on face representation has ever dotteed@st attempt to
analyze the SIFT approach in face analysis cor8pxt|

. FACE RECOGNITION/AUTHENTICATION:STRUCTURE AND PROCEDURE

In this report , we focus on imagedahface recognition. Given a picture taken fronmgital camera, we’'d
like to know if there is any person inside, whelgs/her face locates at, and who he/she is . TowRisdgoal, we
generally separate the face recognition procedutethree steps: face detection, feature extractod face recognition
(shown at fig 1).
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Figure 1. Configuration of a general face recognition streetu

A. Face Detection

The main function of this step is to determine hether human faces appear in a given image , 20dvhere
these faces are located at. The expected outpthssdaitep are patches containing each face indbgut image . In order
to make further face recognition system more robusteasy to design, face alignment are performguktify the scales
and orientations of these patches.

B. Feature Extraction

After the face detection step , human-face pateitnes extracted from images. Directly using theasthpes for
face recognition have some disadvantages, firsth @atch usually contains over 1000 pixels, whioh t@o large to
build a robust recognition system [4]. Second efaatches may be taken from different camera @lénis ,with
different face expressions, illuminations, and nsaffer from occlusion and clutter . To overcomesthedrawbacks,
feature extractions are perfomed to do informagiaoking, dimension reduction , salience extractam noise cleaning.

C. Face Recognition

After formulizing the representation of each fattes last step is to recognize the face. Therevaoegeneral
applications of face recognition , one is callegnidfication and another is called verificationcEBadentification means
given a face image, we want the system to tell whkfshe is or the most probable identification jleviin face

verification , given a face image and a guess @fdentification , we want the system to tell tardalse about the guess

M. RELATED WORK
Authenticate a face, the SIFT featu@sputed in the test image should be matched waltsiiFT features of the
template. In this section different matching metlodies are investigated. The different methoda@sfi] could employ
all or only apart of the whole information includigdthe sift feature.

A Scale Invariant Feature Transform

SIFT is an algorithm that has the apild detect and describe local features in imaljasas describe by David
Lowe in [9]. The features are invariant to imagelisg, translation and rotation. It was originatigveloped for
matching an object in images with different viesi®bject . The first step of the detection éedfmination of extrema
in the image filtered by the Difference Of Guassi@oG) filter . The filtering is performed in seat scales. After this
step, the best “points” are identified . Only gsiwith high enough contrast are used. An orieomais assigned to each
of these points. The resulting set of points isntluse for creation of feature vectors (descriptoEgch descriptor
contains a vector of the length 128 and also itsdioates .

B. SIFT Feature Extraction

The SIFT algorithm has basically four stepsextrema detection ,removal of key-points witwl contrast,
orientation assignment and descriptor calculatin [

To determine the key-point location, an gaayramid with re-sampling between each levelréaied. It ensures
the scale invariance. Each pixel is compared wghneighbours . Neighbors in itsvel as well as in the two
neighbouring (lower and higher) level are examirgthe pixel is maximum or minimum of all the gabouring pixels,
it is considered to be a potential key-points.

For the resulting set of key-points treability is determined  Location with low ccext and unstable location
along edges are discarded. Further, the orientaifoeach key-point is computed. The computatioased upon
gradiant orientations in the neighbourhood ofgihel. The values are weighted by the magnitudekeogradiant.
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The final step is the creation of the descriptors. The computation involves the 16 x 16 neighbourhiood of the
pixel. Gradiant magnitudes and orientations are computed in each point of the neighbourhood . their values ar¢e weighted

by a Gaussian . for each sub-region of size 1 x4 (16 regions), the orientation histograms are created. tethally, a

vector containing 128 (16 x8) value is created. The algorithm is described in [6,7] and [5].

V. DETAILS OF OUR METHOD
Our method mainly consist of the following three steps:

A Choose N “candidates” based on the Euclidean

distance.
We define X = {#11--- =0 Y asatest sample, © — (Y1127 Y2} ag a training sample, vwher"
and Y are the pixels at position (i,j) of the test and training samples respectively. Let £ = {¥1.%%....} denote the

¢ D(X.Y Yi.

training set. Le *) be the Euclidean distance between a test sample Xanda training sample

| i=H j=W

D(X,Y; )\ Z (Zij — Ui )2

i=]1y=1

M
H and W are the height and width of a test sample respectively. The training samples should have thee same size

as the test sample . We sort the whole training samples in the ascending order of Euclidean distance , and thenn choose N
training samples with smaller distance as “candidates” set C.

({1, TR < DR . DI DK Ty

2 Where <V = 7. 7 s the number of training samples in training samples in training set B.

B. Choose P new “candidates” based on SIFT features.

In this step, we choose P new “candidates” from C based on the number of well matched pairs of SIFT fgatures.
First of all, we define the criterion of well matched pair of SIFT features. We build a KD-tree [8] 38using t_he
Hescriptors of sift features in a training sample. And then, for each descriptor a in the test sample , we employy best-bin —

first search algorithm to find out k nearest nodes by.ba.. b in the KD-tree (usually k=2), which aretre sorted in
descending order. Let 1.2 respectively be the distances between a and by, a and "2 we then calculafculate tr rati
of lll 5 4[-_»:
- ; . € I 1/
ratio = /o

- 3)
If ratio < threshold (defined manuallv). we define a and! ?1  are well matched pair of SIFT features. Fig Figshows

the effect ofthresholdon the recognition accuracy. When threshold isWwed certain value, the recognition accuracy
increases rapidly and reaches the highest wlnigsholdis 0.5. Thus, we fix it as 0.5 in our method.
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Figure 1.1: Recognition accuracy with respewarying threshold.

We take some images of a subject from FERIEE database for database for example to shawWvéiematched
pairs of two images , as shown in fig. 1.2.

In this step, we count the number of welitched pairs of SIFT features between the tespleasnd each
“candidate” inC, and sort the candidate samples in descending.drdlen we choose P samples from C with the greate

number of well matched pairs as the new “candidates C'={C,C,--- .C'p}.

Figure 1.2 : An example of matcheiigaf SIFT features .

C. Calculate the average similarity between classes.

Let M: be a class with the same label as‘candidates” <« € €. €iJ the angle of SIFT feature descripto

between a test sample and the j-th training samp M;, and “* Dbe the average angle between the test sampl
each class'i-  we calcula“/ s

fu st ” fn)
Jrese|| - || fis i

)

€jj = COS l( [

L
2« ij
J=)
€C; —
L )
Wheref we aniu ' are the descriptors of & $ample and the j-th training samtple-"r rethpely,
and L is the number of training samples M;. In method , we describe the similarity of a test darmgnd the class

M, by using “‘ and choose the class with the minimugieaas the recognition result .

Poonar A. Katre, IJRIT 18€



IJRIT International Journal of Research in InforimafTechnology, Volume 2, Issue 4, April 2014, P§5- 195

To get high recognition accuracy, weuatisome parameters involved in our method biyguaismall validation
set. The parameters mainly include the numbgPsof “candidates” chosen in the first two steps #rethreshold used
to count the number of well matched pair of SIFT.

V. PARAMETERS
A. Mean Squared Error (MSE)

PSNR is most easily defined via the mean squamred @¢1SE). Given a noise-freer x n monochrome imageand its

noisy approximatiofk, MSEis defined as:

m—1n-—1

MSE = — ZZ[[ i,j) — K(i,5)]°

1=0 j=0

B. Peak Signal to Noise Ratio (REN

Peak signal to noise ratio is the ratio betweemthgimum possible power of a signal and the coimgptoise signal. It is
given byPeak signal-to-noise ratio, often abbreviated PSERn engineering term for the ratio between tlaimum
possible power of a signal and the power of comgphoise that affects the fidelity of its repretsgion. Because many
signals have a very wide dynamic range, PSNR iallysexpressed in terms of the logarithmic decguzlle.

PSNR is most commonly used to measure the qudlitgamnstruction of lossy compression codecs. Tgeas in this
case is the original data, and the noise is ther éntroduced by compression. When comparing cosgioa codecs,
PSNR is an approximation to human perception obmstruction quality. Although a higher PSNR gerigraddicates
that the reconstruction is of higher quality, inm&ocases it may not. One has to be extremely daséthu the range of
validity of this metric; it is only conclusively lid when it is used to compare results from the esmmdec (or codec
type) and same content.

The PSNR is defined as:

MAX?

MSE

MAX,

VMSE

=20 logyo (MAX ;) = 10 - log,, (MSE)

PSNR = 10 - logy,

=20 log,,

Signal to Noise Ratio (SNR)

Signal to noise ratio is the ratio between origsighal and noise. It is given by,
10l0g, Z(S(I ) j
TEIs()-F ()T

i-1
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D. Entropy (EN)
Entropy evaluated the information quality whichcintained an image. If the value of entropy becogreser after the
fusion process, it indicates that information o&ie increases and performance of the fusion isowepk It is given by,

L-

ENTROPY= ‘ZlF’l'ngP.

1-0

VI. GRAPHIC USERINTERFACE(GUI)

Graphic User Interface (GUI) is a program interfdeen that allows people to interact with the peogs in more
ways than just typing commands. It offers graphicahs, and a visual indicator, as opposed toliesed interfaces, typed
command labels, or text navigation, to fully regrgshe information and actions available to uséng GUI is introduced
in reaction to the steep learning curve of commiarelinterfaces.

During analysis of face recognition we dise modified software Face Recognition System 23] {vorking in
MATLAB environment. This program uses an algorithrased on PCA (principal component analysis), ca#lkssh
eigenfaces (eigenvectors determined by PCA aredeligenfaces, when the PCA is used to analyztateeimage) [9,
10]. Face recognition is based on the distance ftbennearest class, according to the numberingyresdi at the
beginning to individual photographs (indicatingeagon in the class).

Our software is equipped with Glréiphical user interface(Fig. given below) and allows for operation inotw
modes: continuous and batch processing [12]. Irfitetemode (continuous processing) we can acdiieeimage from
an IP wireless webcam (e.g. D-Link DSC-930L [11f)aostandard USB camera and recognize face belgrigithe

person, which is in front of the camera.

Bou - - -

FACE MATCHING AND SKETCH TO PHOTO CONVERSION FOR FORENSIC SCIENCE

Closest Image

Solect
| - \
New Training Seach

Percentage=1 2658 Percentage=1 2658 Percentage=0

Ciick on Searchtofind face image.

Figure 1: Graphical User Interface developedrtage face authentication

application(in the case of original image).
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FACE MATCHING AND SKETCH TO PHOTO CONVERSION FOR FORENSIC SCIENCE
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Generate Face
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Percentage=0

Matching features less than 5 generating face image

Figure 2: Graphical User Interface developedrfaage face authentication

application(in the case of sketch image).

VII. RESULTAND ANALYSIS

The procedure of our method can be shown as:

The first The second The third Recognition
step | step | step result
T T T
| ) )
| ) )
1 1 1
(R Exclude the Exploitthe )
CALIUUG e '
most non medium most similar
p y non- training
similarity
similarity samplesto
training
training classify the
samples |
y . samples )

_testsample

Figure 1: The General Procedure Of Our Method.

In this section, we present our experita and our inferences based on the results va@obtere face recognition
algorithms are applied. The first experiment isfdetection algorithm based.
The source image and the result by wiffealgorithm are shown from fig.2 to fig.5. F&(a), fig 3(a) and fig.4(a)

are the original test image. Whereas, fig.5(ahésdriginal test sketch image. Fig. 2(b) showsdsiected face image, fig
.3(b) shows the extracted face image feature vestwereas fig. 4(b) and fig.5(b)shows the generttee.

2(a). Input Image

2(b). Output Image

Fig.2 ceaDetection
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Fig 3(a). Input Image Fig 3(b). Output Image

Fig.3 Fea&uExtraction

Generated Image

Percentage=29.9065

Fig 4(a). Input Image Fig 4(b). Output Image

Fig 4. Face Genergiviginal image)

Orignal Image Generated Image
1\
[~ = '
'@' . Ilj
L et
g Percentage=0
Fig 5(a). Input Image Fig 5(b). Output Image

g 5. Face Generation(sketch image)

The SIFT features have been computed ldthie’'s ¢ odel. Both the three matching methode®diave been
tested: accuracies of authentication are propasefable 1. In particular, Prior Equal Error Rates 61 and G2 are
presented in Table 1 (the corresponding ROC cuaxeshown in Fig. 5.

. The error rate was computed using the¥alg procedure.
1. Perform the experiment on G1, getting Glesor
2. Perform the experiment on G2, getting G2eaor
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3. Compute the ROC curve using G1 scores, deterthan Prior Equal Error Rate and the corresponttireshold Q_‘“ ..

MPD EM RG
Prior EER on G1 | 17.15% | 15.38% | 11.31%
Prior EERon G2 | 8.69% | 6.38% | 3.85%
Average 12.92% | 10.88% | 7.58%
TABLE 1. PRIOR EER ON 6 AND G2 FOR THE THREE METHODS

‘MPD’STAND FOR MINIMUM PAIR DISTANCE, ‘EM’ FOR EYES AND MOUTH, ‘RG FOR REGULAR GRID
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Fg 5. Face Generation(sketch image) ROC curvesGb and G2
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VIII. CONCLUSION

In the paper, after giving the definitions for faeeognition approach; a SIFT algorithm has besgested to select
the most useful features of the face. Recently,TSd#atures and their distances have been used]ifo{2Zhe face
recognition problem. For our future work, we ararpling to apply the genetic algorithm on a humbénterest points
of some faces and determine the best featuresder Then using only these selected features, teatgeas in [2] will be
done for performance and accuracy analysis. Thdiebera scope for a problem of face authenticatiomultifaces
image.
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